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Abstract of the contribution: Proposes an overall evaluation and conclusion for key issue 6 “Accessing PLMN services via non-public networks and vice versa”.  
Discussions

There are 3 solutions addressing key issue#6 i.e. 

Solution #20: Supporting service continuity between Public PLMN and non-public network via an N3IWF-like gateway

Solution #21 – Using Dual Radio to access Public and non-public networks

Solution #22: Using PLMN connection for NPN services

NOTE: Solution #22 does not explicitly state that it is addressing key issue#6

Solution #21 is building on top of solution #20 with the additional aspect that the UE is using dual radio capabilities to enhance the user experience allowing to access both PLMN and NPN cells at the same time which also enables a seamless service continuity without requiring relying upon coordination of NG-RAN capabilities between the NPN and the PLMN. Therefore, an initial evaluation can be done between solution #20 and solution #22.

Solution #20 is based on existing functionality to access 5GC via an untrusted access. Therefore solution #20 has no impacts on the “other” network i.e. there is no impact on NPN for accessing PLMN network and vice versa (except allowing IP traffic to the N3IWF of the other network). Whereas the solution #22 has impact to NAS and AMF for NPN to enable the UE to access PLMN services and vice versa. 

For solution #20 it is beneficial to clarify in specifications that the functionality to access 5GC via untrusted non-3GPP access can now also be used for accessing 5GC using NG-RAN. In other words, solution #20 requires no additional protocol impact as the proposed approach is already supported in the existing specification (for untrusted non-3GPP access). Annex A includes a detailed comparison between the solutions and some listed drawbacks of solution #22.

It is therefore proposed to recommend solution #20 for normative specifications.

***** Start of Change *****

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.x
Evaluation for key issue 6 “Accessing PLMN services via non-public networks and vice versa”
The impact on standardization for solution #20 is considered low (only a clarification needs to be added that access to 5GC via an untrusted access now also applies to accessing 5GC using NG-RAN), while the impact from solution#22 is extensive. The solution #21 is building on top of solution #20 without impacting any protocol, the solution #21 will enhance the user experience without requiring relying upon coordination of NG-RAN capabilities between the NPN and the PLMN.
8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.

8.x
Conclusion for key issue 6 “Accessing PLMN services via non-public networks and vice versa”
It is recommended to progress solution #20 for normative specifications. Further, if seamless service continuity is required then it is assumed that the UE support dual radio and is able to be connected to both NPN and PLMN cells simultaneously according to solution #21. The latter is assumed to not require any specific protocol changes.
***** End of Changes *****
Annex
Comparison between solution #20 and #22 – NOT FOR THE TR
Table 1

	Key issue objective
	Solution #20
	Solution #22
	Comments

	access to Public PLMN offered services (e.g. voice services) while accessing non-public network
	Based on dual access via single radio and dual registrations. Public PLMN service can be accessed when registered in both networks and DN is configured for public PLMN service access. 

Requires willingness of NPN (industry) to let non-OT traffic consume resources. 
	Based on dual access via single radio and dual registrations over one NAS. Public PLMN service can be accessed when registered in both networks and DN is configured for public PLMN service access.

N14 interface NPN-SP implies very tight/trustful co-operation. Seems unrealistic in non-MNO-led deployment

Requires willingness of NPN (industry) to let non-OT traffic consume resources.
	#20 uses dedicated NAS per access and separated networks for service access

 #22 uses shared NAS for both accesses.

	service continuity for PLMN offered services (e.g. voice services) between a non-public and a Public PLMN
	Based on dual access via single radio and dual registrations. Mobility/session continuity is supported via N3IWF. 
	Service continuity is only supported when accessed via shared RAN. 

It seems that RAN shall act only based on NPN needs, e.g. initiates measurements or handovers for NPN cells only. Hence RAN need to get relevant info (HRL, SPID) from NPN 
	Solution #20 supports service continuity through N3IWF based mobility.

Solution #22 may support service continuity through some intra network mobility mechanism (two registrations with two security contexts) which is not really described in the solution and would be additional new functionality.

	access to selected non-public network offered services while accessing Public PLMN
	Based on dual access via single radio and dual registrations. NPN service can be accessed when registered in both networks and DN is configured for public NPN service access.
	Based on dual access via single radio and dual registrations over one NAS. NPN service can be accessed when registered in both networks and DN is configured for public NPN service access.
	#20 uses dedicated NAS per access and separated networks for service access

 #22 uses shared NAS for both accesses.

	service continuity for non-public network offered services between a non-public network and a Public PLMN
	Based on dual access via single radio and dual registrations. Roaming supported through N3IWF.
	Service continuity through roaming only supported when accessed via shared RAN.
	Solution #20 supports service continuity through N3IFW roaming. (if enhanced with #21 or new “hints” from target network)

Solution #22 may support service continuity through some intra network mobility mechanism (two registrations with two security contexts) which is not really described in the solution and would be additional new functionality.

	Ability for UE to remain registered in both a PLMN (using the credential needed for Public PLMN) and a non-public network (using the credential needed for non-public network) when NR is deployed in both the PLMN and the non-public network
	No additional requirements on NR for UE to be connected over dual or single radio. Interworking and fallback between single or dual radio (solution #21) based on N3IWF. 
	Only supported when registered in both AMF’s over shared RAN. 
	Solution #22 needs NAS extensions to support single NAS for dual network registrations. Shared RAN NF need additional functionality to support two N2 connections towards the same AMF.


Drawbacks of solution #22

1. The solution is relying on single NAS for dual registration which is new functionality in Rel. 16. 

2. When single NAS is being used for both PLMN’s it leads to complex NAS handling procedures AMF and UE

3. The solution proposes two N2 connections towards the same AMF, which impacts NR AMF selection handling (new functionality)

4. Dual registration (registered in two AMF’s) over one single NAS requires two security contexts to be handled over single NAS (new NAS functionality. However, it is FFS how security is applied by RAN)

5. Dual registrations over single NAS signalling interference need to be solved e.g. paging and NAS messages receiver and sender need to be identified. If only one DRX timer is being used (PLMN DRX timer is outlined in the solution) by the UE it is unclear how NPN paging is being handled? 

6. UE needs to handle dual registrations and dual messages sender over single NAS e.g. timer, paging requests, etc

7. The solution would need a new NAS message sub ID to identify the sending/receiving AMF. 

8. NPN and public PLMN service access works only over shared RAN access. If the UE falls back to PLMN access only (e.g. coverage issues) NPN service access is not possible.

9. NPN services require PLMN registration first otherwise services access is not possible (PLMN AMF is outlined as host).

10. Network slicing currently doesn’t cover the case where a given UE is registered in two AMF’s.
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